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Abstract 

IT investments need to be properly governed and managed so that they yield the desired 

benefits for the organisation. This requires a strong commitment from the entire management 

hierarchy and a structured approach from the inception stage. In view of the complicated 

stakeholder relationships, higher public scrutiny, and risk aversion amongst government 

officials, governance of IT investments in the public sector is particularly challenging. This is 

starkly evident from the failure of the Queensland Government to implement its ambitious 

Shared Services Initiative. The delays, steep rise in cost, and the difficulties faced in replacing 

the payroll system of Queensland Health also present a case in point. The failures led to a 

government inquiry into the causes, and the inquiry report identified severe shortcomings in IT 

governance practices.  Due to the prominence of the case and the blatancy of the errors, the 

case presents an opportunity for all to learn from the mistakes and build a better governance 

framework for future IT investments. This report aims to provide a macro level implementation 

plan for a new IT governance framework in the Queensland Government. The proposed 

government level governance framework is based on Val IT Framework 2.0 and the department 

level governance framework is based on COBIT 4.1. Val IT 2.0 and COBIT 4.1 are IT 

investment governance frameworks which are known to be successful in helping organisations 

achieve their IT and business goals. For developing the plan, the government inquiry report, 

the report of the Auditor General and some reports by private consultants were perused to 

understand the reasons for the fiasco. The Val IT and the COBIT frameworks were also studied 

to examine their applicability to such public projects. The review of the case reveals that 

improper implementation of governance may result in dismal failure of even large public sector 

projects. It is concluded that Val IT Frameworks 2.0 and COBIT 4.1 may be used as a basis for 

creating a governance framework for effective management of IT projects in Queensland. It is 

proposed that the Queensland Government should create a new, independent statutory body for 

government-level management, guidance and oversight of large value IT projects. The detailed 

implementation of the project should be the responsibility of the departments so that the users 

are involved and accountable during the process. It is posited that, though such a framework 

may take time to be fully established, it will ensure a long-term proactive approach towards 

efficient and effective implementation and monitoring of IT projects over their entire life-cycle. 
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Introduction 

Investments in IT require right governance, appropriate management processes, and a strong 

commitment from the entire management hierarchy to achieve optimum results (ITGI, 2008, 

p. 8). The Val IT Framework 2.0 and COBIT 4.1 framework help in the enterprise governance 

of IT as part of the overall enterprise governance. Enterprise governance of IT is defined as set 

of responsibilities, leadership, organisational structures and processes implemented by the 

board of directors and executive management to leverage the power of IT for creating enterprise 

value (ITGI, 2008, p. 24).  There is a strong relationship between implementation of COBIT 

and Val IT processes in organisations and the achievement of IT goals. Further, there is a 

significant relationship between achievement of IT goals and business goals (ISACA, 2009, p. 

28). However, introducing shared services in a government setup is particularly difficult 

because the stakeholder relationships are more complicated, the process is subject to more 

public scrutiny, and there is higher risk aversion (PWC, 2010). This report discusses the case 

of the Queensland Government which failed to implement its ambitious Shared Services 

Initiative (SSI) for designing and implementing a financial transaction and payroll solution for 

the entire government. The SSI started in 2003, and was largely abandoned in 2009. The only 

remnant of the project, the Queensland Health (QH) payroll system, was pursued because the 

existing system needed to be replaced urgently (Chesterman, 2013, p. 10). However, the 

government was unable to roll out a functional new payroll system for the QH on time, or 

within budget. The intentions were good because the government wanted to provide a payroll 

and rostering system for its employees and QH (Moore, 2013). The dismal failure and 

remarkable ballooning of the budget of the project led to a government inquiry to examine the 

causes of the fiasco (Chesterman, 2013, p. 86). This report traces the history of the failure to 

understand the reasons and aims to provide some solutions that may help avoid governance 

problems in other major IT projects and operations. For this purpose, the report also discusses 

the Val IT and the COBIT frameworks and their applicability to such public projects. A new 

IT governance implementation plan for the Queensland Government is presented.  

Critical review of governance and change management processes 

Background of the case 

The SSI started in July 2003, and CorpTech, a technology centre in the Queensland Treasury, 

was assigned the responsibility for design and implementation of the initiative. The capital 

budget for the whole-government project was $125M. In 2006, there was a sense of urgency 

for replacing the existing QH payroll system called the LATTICE. This was because the 



supplier had declared that it would not be able to service the system after 30 June 2008. 

However, implementation of the SSI and the new payroll system remained behind schedule, 

and reviews by private consultants in April and May 2007 recommended a new organisation 

structure. A Prime Contractor Model was mooted where a single external contractor was to be 

given the responsibility for designing and implementing the SSI initiative instead of CorpTech. 

Engagement of consultants by CorpTech for the review did not follow any formal process. 

Even the process for selection of the Prime contractor was improper. IBM was ultimately 

awarded the contract in December 2007 for the provision of Shared Services to nominated 

departments of the Queensland Government. The replacement of QH Payroll was the top 

priority, to be completed by 31 July 2008. Scoping was weak and remained volatile during the 

project. Around 220 changes were made to the contract to ratify the actions taken to implement 

the contract. Contract Change Documents and Change Requests were used. QH was slow in 

the identification and communication of its business requirements to IBM (Chesterman, 2013).  

 

The relative complexity of the QH payroll, with 24,000 different pay combinations each 

fortnight, added to the woes. The complexity required significant customisation of WorkBrain, 

which was the awards interpretation engine, and the SAP payroll system (KPMG, 2012). More 

changes in payroll administration practices adversely impacted the timely release of the SAP 

HR and WorkBrain systems by IBM (QAO, 2010, p. 3). Even by October 2008, IBM had not 

achieved any of the performance criteria, and its cost estimate shot up from $98M to $181M. 

So the Shared Services Solution for the whole-of-government was given up, and the scope of 

IBM’s contract was restricted to the replacement of the QH payroll. After several failed 

attempts, the replacement went live in March 2010, but the system was still unable to achieve 

proper functionality. The estimated cost for the system was estimated at $1.2B over the next 

eight years. A Supplemental Agreement was reached with IBM in August / September 2010 

which let IBM go scot free despite its failures. In return, IBM agreed to rectify the major errors 

in the system (Chesterman, 2013). 

 

Critical review 

From the outset, the authorities were under pressure, whether real or perceived, of the tight 

deadline to replace the LATTICE system. This was partly a result of underestimating the 

profoundness of the transition to the whole-government paradigm. Complicated nature of the 

QH awards system and misconceptions amongst the users about the nature of the new payroll 



system added to the woes. Importantly, various departments in Queensland were averse to the 

Shared Services concept as they wanted customised services for their department. This 

increased the complexity and cost. This implies that the stakeholder involvement was not 

proper. Further, past unsuccessful experience regarding payroll implementation in the 

Department of Housing was also ignored. Organisational changes, e.g. shift to the prime 

contractor model, were made without adequate thought and proper authority. Scoping and 

budgeting of the project was unrealistic. QH was not the client department, and hence there 

were gaps in understanding its business requirements (Chesterman, 2013).  

 

Improper involvement and undue influence of private consultants with vested interests biased 

the system and diminished the chances of success even further. Further, there was no Conflicts 

Register to declare conflicts of interest. Mr Terence Burns, a key player in the selection of the 

prime contractor, was an ex-IBM employee. He should have been disallowed from 

participating in the process. It was later found that Burns favoured IBM during the May 2007 

review. The selection process was rushed, improper and unfair. As a result of scoping and 

budgeting errors, IBM was not able to deliver a functional system, even in its diminished role. 

The warning signs were ignored and bars were lowered. Ad-hoc decisions continued 

throughout the project.  The Defect Management Plan was also inadequate and there was no 

business continuity plan to provide for unforeseen circumstances. Diffusion and fluidity of the 

governance structure added to the woes. There was sub-optimal contract administration as IBM 

managed to go scot free. ‘Unwarranted urgency and a lack of diligence’ on the part of 

government officials was a major factor that contributed to the dismal failure of the endeavour 

(Chesterman, 2013).  

 

Existing governance & control schemas 

Val IT Framework 2.0 

Val IT Framework 2.0 supports the organisation’s goal of creating optimal value from IT 

investments, at an acceptable cost and risk. Val IT is guided by its principles which are enabled 

by key management practices. The management practices are monitored by comparing the 

performance with the goals and metrics (ITGI, 2008, p. 11) The Val IT principles state that IT-

enabled investments should be managed like a portfolio of investments, they should have a 

comprehensive scope of activities for achieving business value, and they should be managed 

over their entire economic life-cycle. All stakeholders should be involved and made 



accountable for effective delivery. The delivery process should be monitored, evaluated and 

evolved continuously. These principles should be applied to the three Val IT domains, namely 

Value Governance, Portfolio Management and Investment Management (ITGI, 2008, p. 12).  

 

The main focus of Value Governance (VG) domain is to deliver business value by establishing 

governance practices that link enterprise strategy with the portfolio of IT-enabled investment 

programmes. The Portfolio Management (PM) domain delivers business value by managing 

the overall investment portfolio to optimise their value to the enterprise. The Investment 

Management (IM) domain manages the results of various investment programmes, including 

the various changes resulting from the business and IT projects that are part of the programmes 

(ITGI, 2008, p. 24).  

 

Val IT 2.0 takes the enterprise governance view, and focuses on two of the four fundamental 

IT governance-related questions, namely the strategic question and the value question. The 

questions are ‘Are we doing the right things?’ and ‘Are we getting the benefits?’. The strategic 

question focuses on asking whether the investment is in line with the vision, business 

principles, and strategic objectives. The value questions seeks to find out whether there is a 

clear and shared understanding of what benefits can be expected from the investment, and who 

is accountable for realizing the benefits. Relevant metrics and processes are a must to realize 

the benefits (ITGI, 2008, p. 9).  

 

Processes are a group of interacting activities taken up in accordance with various management 

practices. Processes require inputs from other sources and processes, and use resources based 

on the policies to ‘process’ the inputs, to convert them into outputs. The outputs can be inputs 

for other processes. Processes need to have valid business justification, responsible owners, 

clearly specified roles and responsibilities for execution (ITGI, 2008, p. 15). To ascertain the 

effectiveness of the organisation at creating value, the Val IT 2.0 maturity models for the three 

domains can be used. This will help find out the existing state and the focus areas for 

improvement (ITGI, 2008, p. 31). The relationship between the Val IT domains and processes 

is shown in figure 1. High-level management guidelines for relationships between Val IT 

domains, domain Goals, inputs, outputs, process metrics and domain Metrics is shown in 

Appendix One. 

 

 



Figure 1: Relationship between the Val IT domains and processes 

 

Source: ITGI, 2008, p. 16 

 

Control Objectives for Information and related Technology (COBIT) 

According to COBIT 4.1, the five focus areas for IT governance are strategic alignment, value 

delivery, resource management, risk management, and performance measurement (ITGI, 2007, 

p. 6). The COBIT 4.1 framework takes the IT view and helps answer the architecture and the 

delivery questions. The questions are ‘Are we doing them the right way?’ and ‘Are we getting 

them done well?’. The architecture questions focus on asking whether the architecture is in line 

with the architectural principles, and whether it contributes to the existing architecture and 

initiatives. The delivery questions aim to find out whether there are proper technical skills, 

people skills and change management processes in the organisation to achieve the objectives. 

(ITGI, 2008, p. 9).  

 

The underlying principle of COBIT states that to provide the information needed by an 

organisation to achieve its objectives, the enterprise must invest in, and manage and control IT 

resources using well-defined processes. This helps provide the services that deliver the required 

enterprise information (ITGI, 2007, p. 10). The business orientation of COBIT links business 



goals to IT goals, helps monitor performance based on metrics and maturity models, and helps 

specify responsibilities of personnel for various IT process. The process focus splits IT into 

four domains and 34 processes (ITGI, 2007, p.5). COBIT defines IT activities as processes 

within four domains of Plan and Organise (PO), Acquire and Implement (AI), Deliver and 

Support (DS), and Monitor and Evaluate (ME) (ITGI, 2007, pp. 12). The links between IT 

Goals and IT Processes in the COBIT framework is show in Figure 2.  

 

Figure 2: Linking IT Goals to IT Processes 

  

(ITGI, 2007, p. 170) 

 

Plan and Organise (PO) provides direction to AI and DS domains. This domain covers both 

strategy and tactics, and involves finding out how IT can helps the organisation achieve its 

business objectives. The strategic objectives should be clear and properly communicated. The 

organisation structure and technological infrastructure should be appropriate for achieving the 

objectives. This ensures that IT and the business strategy are aligned, resources are used 

optimally, all concerned understand the IT objectives, the IT risks understood and managed, 

and the IT infrastructure is adequate for supporting the business needs. Acquire and Implement 



(AI) delivers the solutions which are converted into services. This involves identification, 

development or acquisition of appropriate IT solutions, and implementation and integration of 

the solutions into the business operations. This ensures that the projects deliver proper solutions 

for the business requirements within the stipulated time and budget. Further, it ensures that the 

new systems are functional and changes do not disrupt existing operations. Deliver and support 

(DS) domain makes the solutions usable by the end users. This domain involves service 

delivery, security and continuity, service support, data management and management of 

operational facilities. This prioritises the delivery of IT services in accordance with the 

priorities of the business, keeps the costs optimised, ensures that employees can use IT systems 

productively and safely, and assures information security. The Monitor and Evaluate (ME) 

domain ensures that the IT processes are regularly assessed for quality and compliance with 

the control requirements. It ensures proper performance management, monitoring of internal 

controls, regulatory compliance and governance (ITGI, 2007, pp. 12-13) 

 

Proposed IT governance & Implementation plan 

Successful change management involves proper planning, defined governance, committed 

leadership, informed stakeholders, and an aligned workforce (Queensland Government, 2009). 

This emphasizes the need for a structured approach to change. Further, greater democracy and 

empowerment in an organisation can support effective management of change (Burnes, 2004). 

According to the Queensland Government’s ICT Audit of 2012, more than 40% of significant 

systems are due for replacement in the very near future (Chesterman, 2013, p. 218). Further, 

as evident from the above discussions about SSI and the QH payroll case, there is significant 

scope for improvement in IT governance, both from the enterprise and the IT perspective. The 

main requirements, as acknowledged by the Minister for Science, Information Technology, 

Innovation and the Arts, include clear lines of accountability, clarity of requirements, good 

management practices and effective risk management (Walker, 2013). Therefore, it is 

suggested that the Val IT 2.0 framework and COBIT 4.1 may be used to build a governance 

ecosystem that is conducive for effective IT investments. A broad outline plan for this purpose 

is suggested below.  

 

Under Val IT Framework 2.0  

Based on the various processes for the Value Governance, Portfolio Management and 

Investment Management specified in Val IT Framework 2.0, some steps are recommended for 



implementation of proper IT governance framework. The suggested implementation plan does 

not consider a whole-government approach.  

 

Based on the ICT Audit 2012 and further assessments, it is proposed that the Department of 

Science, Information Technology, Innovation and the Arts (DSITIA) should prepare a 

comprehensive list of IT investments required over the next 15 years by various departments 

of the Queensland Government. The list should contain the deadline for implementing the 

respective IT projects and a year-wise breakup of the approximate cost. This list will help 

prioritise the various projects and help estimate the work load for the governing, monitoring 

and implementing bodies. The list should be prepared within 3 months. 

 

A new independent statutory governance body should be established. It may be called the IT 

Investments Governance Body (ITIGB). The relevant statute / Act should be followed by 

detailed regulations and guidelines. ITIGB should provide leadership to the IT governance 

framework. The body should ensure efficient and effective implementation of major IT 

investments that are above a particular value threshold, e.g. $1 million. The ITIGB should be 

headed by a senior retired member of the judiciary, employed on a full-time basis. The head 

should report directly to the Minister for Science, Information Technology, Innovation and the 

Arts. The body should be empowered with executive and financial powers to accord 

administrative and technical approval to projects.  The body should comprise of self-sufficient 

empowered committees reporting to the ITIGB head. Each committee should be capable of 

independently performing governance of the projects assigned to it. The number of such 

committees can be decided based on the work load of ITIGB. Each committee should have 

full-time personnel, preferably bureaucrats and technocrats selected based on their areas of 

expertise. The size of each committee should be around 7 members, with specialists from 

information technology, human resources, finance, procurement, government rules, law, and 

administration fields. As far as possible, appointments to the body should be made on an open 

invitation basis. In addition, the committee should have a representative of the user department. 

 

Further, each department or agency in the Queensland Government that needs to implement IT 

projects above a particular threshold value should form an IT committee. The IT committee 

will submit detailed proposals to the ITIGB for approval. The heads of these departments will 

be accountable for submitting the requirements within the prescribed time, e.g. 3 years before 

any major overhaul or procurement. The proposals should be in sufficient detail so that the 



ITIGB committees can take informed decisions regarding approval of the projects. The ITIGB 

committees should assess the proposals from standpoint of technical feasibility, financial 

viability, and propriety of the proposed implementation processes. ITIGB should also 

deliberate on any available alternatives for the proposals submitted by the user department. It 

should perform a full life-cycle costs and benefits analysis based on the proposals. It should 

not only monitor the projects, but also track the benefits after the projects are implemented. 

ITIGB should ensure that the proposals are received on time and promptly approved for 

implementation after necessary changes.  

 

The actual implementation of the project will be the responsibility of the user departments / 

agencies. The IT committees in the departments will submit quarterly reports to the ITIGB on 

the status of implementation, minor changes in scope etc. All this will help ITIGB in managing 

the IT investment portfolio of the Queensland Government. A status report on all the projects 

being overseen by the ITIGB should be put up on its website. This will help all concerned, 

including the public, to know which department is lagging behind, and for what reason. ITIGB 

should also be a repository of case studies about success and failure stories of IT projects. Most 

importantly, the ITIGB should have the power to stop implementation of the projects approved 

by it if the circumstances so warrant, e.g. in public interest. It is foreseen that the creation of 

ITIGB, finalising the roles and responsibilities, defining and implementing its processes, and 

finalisation of its manuals and other documents will take several months. Staffing of the 

committees may also be a challenge because experienced professionals will be required on a 

full-time basis. Further, being a new body, it will need to regularly assess the quality and 

effectiveness of its processes.  

 

Under the COBIT 4.1 framework 

The user departments should take the IT view of governance and utilize the COBIT 4.1 

framework.  The IT investment committees referred to in the earlier section should proactively 

develop proposals to meet the existing and future IT requirements of the department. The 

committees should provide internal IT Governance for the department. Each department that 

has high value IT requirements, or which provides critical services should have a strategic IT 

Plan. The IT strategy and goals should be in line with the mission of the department. It should 

also have well-defined information architecture and IT processes. For this, the committee 

members should understand IT processes by interviewing the technical staff and the users. The 



committee should select COBIT control objectives and processes based on its requirements 

because not all objectives or processes will be relevant (Zhang, 2013). The interrelationships 

of COBIT components and the overall COBIT framework depicted in Appendix Two and 

Appendix Three respectively should be referred. The committee should assess the maturity 

level of the department based on COBIT maturity models. It should ensure that the department 

possesses quality hardware, software and people resources to manage and monitor the planning 

and implementation of IT projects. The organisational structure, roles and responsibilities for 

on-ground implementation should also be clear. The head of the department should be 

accountable to the ITIGB in case of any failure.  

 

The committee should submit proposals to the ITIGB and actively pursue its approval. The 

proposal should contain details about the business requirements, estimated cost and timeline. 

It should make a proper business case for the implementation based on life-cycle cost-benefit 

analysis. The proposal should also suggest alternatives, if any, ranked in order of preference. 

A proper rewards mechanism for successful implementation of the project by the staff members 

should also form part of the proposal. Once approved, the acquisition and implementation 

activities should be based on the approved course of action. The user department should be 

provided with the required budget for implementing the project as per the usual government 

processes. Any major change in scope should be communicated to the ITIGB for prior 

approval. Minor changes should be approved by the IT committee itself, albeit with detailed 

justification. All changes, whether minor or major, in scope or otherwise, should be included 

in the quarterly reports submitted to ITIGB.  

 

Further, the post-implementation monitoring of system performance should be performed over 

the entire life-cycle of the project. This is a must for ensuring continuity of service and 

management of costs and benefits. The users should report glitches and suggest improvements 

to a service desk. The desk should submit a monthly report to the IT committee. The department 

should also have processes to manage the technical, human resource and other changes 

resulting from the implementation of the IT project. This may include orientation and training 

of staff to sensitise them and enhance their capability to continuously adapt to the new 

environment. The IT Performance and internal Controls should be monitored, evaluated and 

enhanced from time to time. Further, compliance with regulatory requirements should be 

carefully monitored.  

 



Usefulness of the implementation plan 

Creation of an independent body, backed by powers emanating from an Act and subsidiary 

regulations, will strengthen the governance framework. Accountability towards the Minister 

and flow of information to the public will ensure that the ITIGB and the departments remain 

proactive in their approach. Independence and authority will ensure that ITIGB can exercise 

oversight without undue influence and wield sufficient authority to be respected. At the 

department level, the IT committee will ensure a user orientation to the entire exercise of 

project implementation. This will help in proper scoping. Accountability of the committee to 

the ITIGB and regular reporting mechanisms will keep all officials on their toes. The entire 

system will uphold the principles of professional ethics and help achieve the desired objectives 

for the benefit of the general public. It is quite possible that the user departments presently do 

not possess the human resources for preparing detailed proposals to ITIGB. Therefore, all 

departments who have such high value IT investment requirements should hire staff with 

sufficient expertise for this purpose. This is a must to ensure long-term viability of the effective 

IT governance.  

 

It is emphasized that the proposed plan may have some similarities with the DSITIA ICT 

strategy action plan for 2013-17. However, the action plan establishes the Director-General 

DSITIA as the single point of accountability for future ICT investments. Therefore, it 

essentially relies on existing structures within the government for governance (DSITIA, 2013). 

This may not be conducive to smooth implementation of IT projects due to conflicts of interest. 

 

CONCLUSION 

As evident from the above discussions, improper implementation of governance may result in 

catastrophic failure of even large public sector projects. Learnings from the QH fiasco indicate 

that presence of high ranking officials and establishment of numerous committees do not 

guarantee effective governance. The Shared Services Initiative had to be abandoned after 

spending precious time and resources, and even the implementation of the new QH payroll 

system was delayed, over-budget, and unsuccessful. The scoping, budgeting and procedural 

errors were so blatant that proper governance could have easily saved millions of dollars of 

public money. The inquiry report found that ‘unwarranted urgency and a lack of diligence’ on 

the part of government officials was primarily responsible for the debacle. Consequently, one 

important lesson that can be learnt is that the governance process itself needs to be governed. 



Further, government departments cannot outsource their risks to absolve themselves of the 

responsibility of managing risk. They need to build internal capability to manage IT projects. 

Therefore, two levels of governance, albeit with different objectives, may be a suitable option. 

For this purpose, the Queensland Government may use accepted IT governance frameworks 

that are known for their proven role in successful implementation of IT projects. It is proposed 

that the government may use the Val IT Frameworks 2.0 and COBIT 4.1 for effective 

governance of IT projects. Proper implementation of tailor-made processes based on these two 

frameworks may help the government in achieving its IT goals and its larger business goals. 

While Val IT framework may provide enterprise-level governance of IT, COBIT 4.1 may 

provide the execution level governance of IT projects. As part of the implementation plan for 

the governance framework, the Queensland Government should create a new, independent 

statutory body for macro-level guidance and oversight of large value IT projects. The detailed 

implementation and governance of the project will be the responsibility of the departments so 

that the users remain involved in the entire process. The responsibility and accountability 

structures will foster a collaborative and proactive approach towards efficient and effective 

implementation of IT projects over their entire life-cycle. 
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Appendix Two: COBIT 4.1: Interrelationships of COBIT Components 
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Appendix Three: Overall COBIT framework  
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